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Abstract— This paper discusses issues of personalization of delivers presence information to the interestetigmdefined

presence services in the context of Internet Telephy. Such
services take into consideration the willingness ahability of a
user to communicate in a network, as well as pos$ybother
factors such as time, address, etc. Via a three-lay service ar-
chitecture for communications in the Session Initition Protocol
(SIP) standard, presence system basic services goersonalized
services (personal policies) are clearly separatexhd discussed.
To enrich presence related services, presence infoation is
illustratively extended from the well known “online” and “off-
line” indicators to a much broader meaning that indudes “loca-
tion”, “lineStatus”, “role”, “availability” etc. Ba sed on this, the
Call Processing Language (CPL) is extended in ordeo describe
presence related personalized services for both tglrocessing
systems and presence systems using information suab a per-
son’s presence status, time, address, language, amy of their
combinations. A web-based system is designed andgl@mented
to simulate these advanced services. In the implentation,
personal policies are programmed by end users via &raphic
User Interfaces (GUIs) and are automatically transited into
extended CPL. The simulation system clearly display when,
where and what CPL policies should be used for thgrovision of
personalized presence services and call processisgyvices. Pol-
icy conflicts are also addressed by setting poligyriorities in the
system.

Keywords: SIP; presence; PIDF, presence extensions; CPL;
CPL extensions

1. Introduction

1.1 Presence

aswatchers

An ETSI/Parlay standard deals with presence sesice
Parlay X Open Services Architecture (OSA) [3]. TREA
specifications define an architecture that enabjgsication
developers to make use of network functionalittestgh an
open standardized interface, i.e. the OSA API§.specifies
in detail a number of presence service scenarios.

Currently, the main advantage of Internet Teleph@my
Voice over IP, VoIP) [4] is lower infrastructure ste over
conventional telephony systems. Of course anotBger wm-
portant characteristic is its ability to handle timédia
communications and presence. Multimedia commurminati
with presence can provide uninterrupted multimesdievices
via the formats of instant messaging, audio catfle@ call,
multiparty conferencing, etc. After “I Seek You'Q@) was
introduced in 1996, numerous variations of instaassaging
with presence, and more recently, presence baskunedia
communications have come to the market very quickly

1.2 SIP

Currently, there are two main signaling standardshie
Internet telephony world: SIP from IETF and H.333 ffom
the International Telecommunications Union
-Telecommunications Standard Sector (ITU-T). Thesim
Initiation Protocol (SIP) [5][6][7] has become andimant
signaling standard because of its simplicity. lthis standard
that will be considered in this paper, although ooncepts
apply to either standard. SIP is an applicatiorigyrotocol
responsible for establishing, modifying and terrtimga mul-

Presencen communications conveys the willingness angimedia sessions or calls. Defined on top of adpart layer

the ability of a user to communicate with othersaametwork.
“Presence” has been called “the best thing that leappened
to voice” by Jonathan Rosenberg, one of the Sessithation
Protocol (SIP) authors. With awareness of the mpresen-
formation of other users, unwanted and interruptialis can
be avoided and presence information is very helpfidstab-
lish successful communication sessions. The RF@ JIY
from Internet Engineering Task and Force (IETF)irtef a
model and terminology for describing systems thatviole
presence information. A SIP implementation of timedel
defines a presence event package for SIP [2].ismtbdel, a
presence system is a presence service that acsepts, and

(TCP or UDP), SIP messages can convey arbitrarippdy:

session description, instant message, presencemgotu
JPEG and MIME type. SIP, an end-to-end protocat, loa
made available to end user devices to makes itiljest®

define new personalized services. These servieesltide to
combine conventional telephony services with wabaié

instant messaging, presence, text chat, interagtivees etc.
Because of the explosion of new features, it hasine
critical to control and manage them. One of themshal-

lenges of Internet Telephony is service programniiig

Built on top of SIP, CPL is a solution createdhe {ETF for
end users to describe and control their specificices.



The advantage of agreeing on standard protocoldaamd
guages such as SIP or CPL is the fact that suduéaes
provide commonly understood signals and interfagashich
different implementers can build and exchange appitns.

1.3 CPL
CPL [9] was accepted as a proposed standard frehEirF

in 2004. It is designed for end users to descritm @ntrol
their specific telephony services. CPL itself igeaty simple

watcher based on a person’s status, time, addressgre not
offered to users in current available systems. Pphajger will

overcome these limitations. Our contributions magonsist
of four parts:

1) By proposing a three-layer service architectaystem
basic services and personalized services can bdyckepa-
rated and described.

2) To enrich presence information and presencdectla
services, we extend presence information and CPIpries-
ence.

programming language in Extensible Markup Language 3) On the basis of the above extensions, presesiated

(XML) syntax [10]. CPL does not have variablesaops and
can only access limited resources. It is desigodzkbtsafe for
non-professional users to describe their persaelplicies.
A CPL script represents a tree of decisions in seofrtags of
nodes and links. Each node or link corresponds tagain

CPL. A node (such as <reject>, <address-switchelifps

an action to take or a decision to make. A linkcfsas <ad-
dress>) specifies the result of an action and dysplvhich
decision was taken. CPL is independent of signatirgo-

cols. It can work on top of either the IETF SIRDU-T H.323

[5]. As a simple example, the policy for Alice’safere “re-
jecting anonymous incoming calls” is shown in Hig.

<cp|>
<incoming>
<address-switch field="origin" subfield="user">
<I- decision made by checking the original address of the caller -->
<address is="anonymous">
<reject/>
<!-if the caller's name is unavailable, action "reject" is taken and the script
stops -->
</address>
</address-switch>
</incoming>
</cpl>

Fig. 1 Screening Anonymous Incoming Call

A CPL script (policy) can be executed on a useg\a@ck or
on a proxy server that acts on behalf of the Usés.associ-
ated with or owned by a particular user, i.e. dngy triggered
if the request (e.g. a SIP INVITE) is for that udarthe above
example the script would be associated with a @agr user
(Alice) and the script is executed when a signateguest is
received for an incoming call (defined by the <iming> tag)
for that user, Alice. As well, a CPL script canae&o a
<outgoing> signaling request message. Current GiaLoaly
describe and control call processing services twithdirec-
tions “incoming” and “outgoing” considered.

1.4 Motivation and Contributions

Currently available presence systems such as Miftros

new services can be implemented that take intoideration
a person’s status, time, language, priority, addmrsany of
their combinations in both a call processing systemd a
presence system.

4) We have implemented a simulation system to demon
strate these advanced presence related Internepfialy
services written in extended CPL.

While [3] describes a Web service, our proposedgee
system is not dependent on a Web implementatiometer,
the simulation of our presence services is dona Web
environment.

References [11][12] present the language LESS, wisic
an extension of CPL and is conceived of for endesysser-
vice creation (while CPL is for service creation gnoxies).
LESS was developed simultaneously with the CPLnsktas
presented in this paper. It provides a differemrapch to the
programming of presence services.

Preliminary accounts on this research were predeinte
[13][14]. For the advanced presence services with 5]

made a comparison between our CPL extensions amd th

Presence and Availability Policy Language (PAPL3igeed
at Mitel [24]. Security solutions for the serviaegplained in
this paper were proposed in [16].

1.5 Organization

In section 2, we will propose a three-layered dedtire in
which basic concepts of SIP communication systengs €all
processing and presence) are introduced. The syisésim
services and personalized services are clearlyragohand
their relationship is addressed in the architectlitee en-
richment of presence information, how and in wieatfat the
presence information can be carried, are illustréiesection
3. To describe and control presence related nevicsst CPL
will be extended for presence in section 4. Inieach, new
advanced services, especially presence related|esteated
in extended CPL.

With the creation of various new services in exegh@PL,
service management (creation, description, cornal pro-

MSN Messenger or Yahoo Messenger can provide pmeseﬁ(iSiO”) becomes more complicated. Through a sireplgice

information only in one parameter, i.e. an indicatuf
“online” or “offline” etc., which is too limited taffer rich
services related to presence. Personalized sersiogs as
how to process a watcher's request and how to ynetif

management system described in section 6, a siowulsys-
tem has been implemented in order to experimehttivit new
proposed service descriptions. The system prowidsisnu-
lation environment that can be used as a basiguftier



research. Service interactions (conflicts) are esklrd as well
in the simulation system.

2. Three-Layer SIP Communications

In the three-layer architecture seen in Fig. 2alh groc-
essing system (italic) and a presence system arensko
illustrate how the system we propose works. In es@nce
system, watcher and presentity are two main logintties; a
watcher subscribes to a presentity, and the prigsestbres
and projects its presence information to the istet party
i.e. the watcher.
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Fig. 2. Presence System and Call processing System
Architecture

2.1 SIP System Components

SIP [5] is a client server type protocol modelettrathe
Simple Mail Transfer Protocol (SMTP) [17] for emaiid the
HyperText Transfer Protocol (HTTP) [18] for the Wébis
responsible for establishing, modifying and terrtiirgamul-
timedia sessions and calls.

SIP has two types of components: user agents aggat
client and user agent server) and network SIP seijpeoxy
server, redirect server and register server). A agent acts
on behalf of someone who wants to participate iifs aar
multimedia sessions. A user agent client can teitéacall on
behalf of a caller by sending a SIP INVITE [5] m&gs to a
callee. A user agent server answers the call oalbehthe
callee. A user agent is always addressable witPdJaiform
Resource Identifier (URI) that uniquely identifibg user. For
example, a user agent SIP URI
“sip:dongmei@site.uottawa.ca” identifies user “dowg’ at
the domain “site.uottawa.ca” over the “sip” protbcd user
agent represents a user to register the user'essltly its SIP
register server. The address is listed in the Heéder in the
SIP REGISTER [5] message. In this way, a SIP secaer
identify the user agent’s current communicationradses. A
SIP proxy server or a redirect server directs S#3gages to
where they should go for transport. A proxy sereets

similarly to a HTTP proxy server when SIP requests
forwarded. A redirect server tells the requestntiie contact
the next hop server directly using a redirect raspoA reg-
istrar accepts SIP REGISTER requests and keepsisthie
information to provide location service, which fetkey to
achieve mobility.

2.2 Concepts of presence system

To offer presence communication in the SIP standsara
SIP extension messages for presence (SIP SUBSCRiBE
SIP NOTIFY) are defined and discussed in [2][19jeTetail
of the two messages will be described in SectiBnRecently
an event state publication method SIP PUBLISH [Ba}
been proposed in the IETF. This SIP PUBLISH camused
for presence event publication in a presence sygisrshown
in Fig. 2, a presence system is more complex theadll ays-
tem. There are two types of user agents in a pcesgystem:
presence user agent and presence agent.

A presence user agent is a SIP user agent in ares
system. It takes care of a presentity’s end de\(jciesne, cell
phone or Personal Digital Assistant etc.), it matsfes
presence information and delivers the presenceptataded
by the end devices to its presence agent. For deaiffa
presentity has a phone, the presence user agest take of
the phone. Upon registration or changes of phoseistthe
presence user agent publishes the phone statumatfon by
a SIP PUBLISH [20] to the presence agent.

A presence agent is a SIP user agent who actsvatcher
or a presentity. It can initiate SIP SUBSCRIBE resfs for a
watcher to its presentity; for a presentity, it @rthenticate
and authorize its watchers and supports the presewent
package that delivers SIP NOTIFY messages contiinin
presence information in the Presence Informatiotedar-
mat (PIDF) [21] to its registered watchers.

Notification [2][20] is an unsynchronized procesgdered
by any process of a watcher successful subscriptigore-
sentity successful registration or any a presenptjate of its
presence information. A presentity-side presenantapas
knowledge of the presence state of its preseritigan also
access presence data manipulated by its preseacagents
to generate notifications to all its registered chats. A
presence agent works for one presentity only; hewes
presentity can have multiple presence agents vatth eof
them handling some subset of active subscriptianstHe
presentity. For the case of multiple presence aganhanager
is needed to manage these presence agents. Fdicginwe
limit ourselves to the case of a presentity witHyoone
presence agent in this paper.

2.3 Three-Layer Service Architecture
In the three-layer service architecture shown @ Bj SIP

servers provid@etwork services in Layer 1. In Layer 2, user
agents (or presence agents in the presence sypterijle



system basic services to all users fairly. Theesysservices
include sending requests for a caller (or a watéhethe
presence system), replying to the call for a calkeeauthen-
ticating and authorizing the watcher’s requeshim presence
system, and notifying the watcher once its reqgisespproved
or its presence status is changed. In Layer 3ppafpolicies
(ovals in Fig.2) are described in extended CPL .[22]ese
policies are associated with and owned by a pdatiquser
and are triggered only when the request is foruther. As a
simple example of personal policies, Tom can refits
from anonymous callers, as shown in the CPL exarple
figure 1. Personalized policies are programmedriuyesers,
managed by a policy server and executed by usertsage
presence agents. Only system basic services wikrtréided
if personal policies are not available.

The policy server works on the third layer to manaegr-
sonalized services (CPL polices) either for presemccall
processing. The management includes creating ngtoup-
dating, deleting, searching, fetching these pdidier user
presence agents or user agents.

There are two types of call processing policiesurnrent
CPL that apply to the SIP INVITE message: inconiad)-
and outgoing-call policies. Policies for outgoirgjt@re used
to direct callers’ user agents when they initiathsc(i.e. send
SIP INVITE); and policies for incoming-call are als® direct
callees’ user agents response when they receile @a.
receive SIP INVITE). Analogous to the call procegssys-
tem, the presence system has four types of palioietgjo-
ing-subscription, incoming-subscription,
ing-notification and incoming-notification. Theseuf types
of policies are part of our contributions that viié described
in section 4 (CPL extensions for presence).

2.4 Scenarios of Presence Processes

servers to its watcher agent. The presentity’s gmes in-
formation written in the required PIDF [21] is dad in the
body of a SIP NOTIFY [19] message.

We assume that a watcher and a presentity haveteesyi
to SIP registrars through their presence agents.fivh main
process scenarios of presence systems with aplditgdes of
policies are listed following the pattern: scenat@scription
([scenario actor], [goal], [SIP messages used]pljegble
policies]).

1) A watcher sending subscription requests to agority
([the watcher’'s presence agent], [to send a redioesthe
presentity’'s presence information], [outgoing SIP
SUBSCRIBE], [outgoing-subscription]);

2) A presentity processing a watcher’'s requese(jihe-
sentity’s presence agent], [to authenticate antiasizie the
watcher for the request], [incoming SIP SUBSCRIBJj;
coming-subscription]);

3) A presentity notifying a watcher of its presericfor-
mation ([the presentity’'s presence agent], [to fpaduthor-
ized watchers of its presence info], [outgoing SIGTIFY],
[outgoing-notification]);

4) A watcher receiving a notification ([the watcker
presence agent], [to process arrived notificatibpresence],
[incoming SIP SUBSCRIBE], [incoming-notification]);

5) A presentity resending natifications to its weds when
its presence status changes: this is the samenargr 3).

3. Presence Information Extensions

outgo-

Presence information is the basis of presencecsrvAs
mentioned in section 1.4, in most systems nowagagsence
information is described by only one parameterindicator
of “on-line” or “off-line”, which is very limited ® describe a
person’s communication status. In fact, many pataraean
be helpful to indicate whether a user is availdbleommu-

SIP SUBSCRIBE and SIP NOTIFY are two operationé‘icate' and different organizations may have diffitneeds.”

defined as part of the SIP extensions for presgfE9]. The
SUBSCRIBE operation is a request operation initidtg a
watcher’s presence agent and its message is rawyteiP
network servers to a destination presentity’s presagent. A
SIP SUBSCRIBE message contains the required fotapat
plication/pidf+xml” of presence information undéetheader
“Accept” and the SIP URI of the destination preggnitien-
tified under the header “To". After the presenstyiresence

Paper [22] proposed extensions including four newame-
ters “location”, “lineStatus”, “role” and “availality”, which
are basic presence attributes in the communicatiorid.
Many other such extensions can be found in [3].

The location parameter indicates a presentity’s current lo-
cation. It is easy to understand that a user wiket to be
bothered by calls while he is in a meeting in atmgeoom;

or a user may like to forward his incoming-callsttte room

agent receives the SIP SUBSCRIBE message, it must §/Nere he is. The parameter value can be “officatgéting

thenticate and authorize the subscription requéxtce the
authentication and authorization are passed suctgs200
OK is sent back to the watcher presence agentengdtcher
is registered successfully to the presentity. THBSCRIBE
request operation initiates a presence serviceldgliabe-
tween the watcher presence agent and the prespréggnce
agent. Notification, an asynchronous request pgdssim-
mediately triggered by the successful subscriptidme SIP
NOTIFY request operation is initialized by a prasgls
presence agent and its message is routed by Sifonket

room” or “car” etc. Customers are allowed to defime values
of this parameter for their specific purpose. Theywf pro-
viding location information is flexible. It can beealized
automatically with a location sensor system or radlgwia
simple text input etc. In automatic systems, laraimust be
equipped with sensors in a network. The sensorsdeantify
and monitor the presentity that has registeretiemetwork.
lineStatudndicates if a presentity is occupying a telephone
line or not. If we know that a person is talking amphone,
usually we won't interrupt him with other calls. rBmeter



“lineStatus” has two possible values, “on” and *offvValue
“on” indicates that the user is on a phone and evdbff”
indicates that the user is not on a phone.

role indicates the role of a presentity in an orgainrat
such as “professor”, “consultant”, etc. A user tave mul-
tiple roles when the user takes more than oneipositFor
example, Sharon works as a consultant for a compaeylay
a week and works as a professor for a university flays a
week. She has two roles, “consultant” and “profés&haron
needs a service that all calls from her companyarelocked

unless she takes the role of “consultant”. The sbhtus is an

important factor to affect a user’s ability and lindjness to
communicate.

Availability indicates whether a presentity wishes tq

communicate with others. The value “yes” indicatest the
user is ready to communicate with others and “malidates
that the user does not wish to communicate witkersticur-
rently. The availability value “no” is analogousttte notice
tag “Please do not bother” that can be tied tortttan door
handle in hotels. It is only a sign to show if s available
to communicate. When a user has a status of “péisér users
have a better chance to successfully communicate her
than if she has a status of “no”. Availability istrthe pre-

sentity’'s communicating ability; it is his willingiss. On status

“no”, the user can still communicate with otherséicessary.
For example, he can still answer emergency pholte ca
Based on the above extensions, presence statuseder
scribed with multiple parameters. When any of thespnce
parameters is changed, the user’s presence statimmged
and his presence agent is informed of this chahbe.pres-
ence agent then notifies all watchers of his ugtiptesence
information according to the user’s notificatioripies.

<?xml version="1.0" encoding="UTF-8"?>
<xs:schema ...... >

<! definition of "location" -->
<xs:simpleType name="location">
<! location is a string parameter -->
<xs:restriction base="xs:string">
<! value can be "office" -->
<xs:enumeration value="office"/>
<xs:enumeration value="meeting room"/>
</xs:restriction>
</xs:simpleType>

<! definition of "lineStatus" -->
<xs:simpleType name="lineStatus">
<xs:restriction base="xs:string">
<xs:enumeration value="on"/>
<xs:enumeration value="off"/>
</xs:restriction>
</xs:simpleType>

<! definition of "role" -->
<xs:simpleType name="role">
<xs:restriction base="xs:string">

<xs:enumeration value="student"/>
<xs:enumeration value="consultant"/>
<xs:enumeration value="professor"/>

</xs:restriction>

</xs:simpleType>

<! definition of "availability" -->
<xs:simpleType name="availability">
<xs:restriction base="xs:string">
<xs:enumeration value="yes"/>
<xs:enumeration value="no"/>
</xs:restriction>
</xs:simpleType>
</xs:schema>

Fig. 3. Example of Definition of Presence Extensio

Fig. 3 shows the definition of the above extensiofis
presence in the format of a XML schema. In the samag,
organizations may define their own specific preseexten-
sions.

Presence information is written in presence docusngn
PIDF [21] using XML syntax. The documents are eatrin
the body of SIP NOTIFY messages sent to watchessami\
example of presence extensions, Fig. 4 shows Buk'sence
information sent to Alice, wrapped in a SIP NOTIR¥s-
sage. The presence document indicates that Bolaaazept
instant messages; he is working as a professas iwffice and
he is talking on his phone; also he prefers habtomunicate
with others at this time (he is not available). Kimag this,
Alice decides not to bother Bob with a call.



NOTIFY sip ......
<presence ...>
<tuple id="...">

<status>
<basic>open</basic>
<!- able accept instant message? -->
<epidf:location> office </epidf:location>
<epidf:lineStatus> on </epidf:lineStatus>
<!- talking on a phone? -->
<epidf:role> professor </epidf:role>
<epidf:availability> no </epidf:availability>
<!- like a talk now? -->
</status>

</tuple>
</presence>

Fig. 4. Presence in PIDF carried in a SIP NOTIFY

4. CPL Extensions for Presence

Current CPL [9] deals with call processing servides-
gered by SIP INVITE messages. The first proposalefo
tensions of CPL for presence was [23]. This propadded to
CPL the capability to describe presence serviagighle focus
was on basic system services rather than user radized
services. We have defined a new switch (the presswitch)
in our extensions, which makes it possible to peaiipe user
services in both presence systems and call pracesgstems.
Our CPL extensions make it possible to define preseser-
vices with consideration of a person’s presenceista.e. a
person’s location, line status, role, availabititg. Our work
was influenced by previous work at Mitel, leadiogat patent
application [24], where the use of a CPL-baseduagg for
presence policies was described. This latter wooklyced a
language for presence that was inspired by CPLdllinot
support the existing CPL tags for managing thesdcss. In
contrast, our CPL extensions are compatible withrecu
CPL, which makes them much more powerful. With ribev
presence-switch characterized by rich presencenaton,
end user services are much enhanced. This is rgrgriant
for service personalization. In either a preserystesn or a
call processing system, user services can be il
consideration of a person’s status (i.e. presenitefy), time
(i.e. time-switch), address (i.e. address-swit¢b) er any of
their combinations.

In our CPL extensions, we define four top-leveli@at,
five operations and a presence-switch [22].

4.1 Four New CPL Top-level Actions

Just as current CPL is designed to process SIPTRVbur
CPL extensions for presence will be able to pro&iBsex-
tensions for presence methods, which are SIP SUBSER
and SIP NOTIFY with the two directions of “incomingnd
“outgoing”. Therefore, to keep consistent with tefinitions
of the top-level actions “incoming-call” and “ouigg-call” in
CPL, the extensions of CPL for presence shoulchdebur

top-level actions: ihcoming-subscription”,  “outgo-
ing-subscription”, “incoming-notification” and “ougo-
ing-notification”. The four top-level actions, triggered by
either a SIP SUBSCRIBE message or a SIP NOTIFY mes-
sage, induce four types of personalized presenpngces
(policies) shown on the third layer of Fig. 2.

1) incoming-subscription the action that is performed on
the presentity-side when a SIP SUBSCRIBE messagesar
and the message’s destination is the script owirer.the
presentity.

2) outgoing-subscription the action that is performed on
the watcher-side when a SIP SUBSCRIBE messagady te
be sent and the message’s originator is the soviper, i.e.
the watcher.

3) incoming-natification the action that is performed on
the watcher-side when a SIP NOTIFY message aramdghe
message’s destination is the script owner, i.ewtdigher.

4) outgoing-notification the action that is performed on
the presentity-side when a SIP NOTIFY messageadyr¢o
be sent and the message’s originator is the soviper, i.e.
the presentity.

4.2 Five New CPL Operations

1) subscribe this action causes the SIP server to send a SIP
SUBSCRIBE message to the specified presentity.

2) notify - this action causes a SIP server to send a SIP
NOTIFY message to the specified watcher. The NOTIFY
message may contain a presence document in PIDF.

3) approve- this action tells a PA of a presentity that the
watcher request is approved with a time limit. T then
can start to prepare the notification messagehéigénning of
a notification process.

4) accept- by this action, the PA of a watcher accepts the
received notification. The presence informatiomligplayed
or refreshed.

5) call — this action combines action “accept” for pregenc
with a new “call” action for the call processingngee. It
causes the SIP server to send a SIP INVITE message
specified callee. The script owner is the calleo\wdunches a
new call. The action enables the co-operation efttesence
system and the call processing system i.e. theepcesagent
in the presence system co-operates with the SlPagsat in
the call processing system.

4.3 A New CPL Presence Switch

1) presence-switch this switch enables an end user to
make decisions based on the presence status asarpity.
By the definition of presence extensions in sec8ppresence
status can be a user’s location, lineStatus, raleis avail-
ability status or any of their combinations. Thegantity may
be the user himself or somebody else. This is groitant
feature. If the presentity is the user himself the presence
information can be acquired from the user’'s presemser



agent. Otherwise if the presentity is somebody tisa the
user must have captured the presentity’s presafaeriation The first example is Sharon’s policy of conditiorai-
from a previous SIP NOTIFY message or from the inicg thorization to her watchers as shown in Fig. 5.r&hacreens
SIP NOTIFY message depending on which event triggex  her incoming-subscription requests. She acceptsbbss’s
CPL script. requests only during working hours, i.e. from 910&0
Node “presence-switch” has two mandatory parameters:00pm, Monday to Friday. This is a “pure” scregnix-
“presentity” and “timeout”. Parameter “presentiigentifies ample for presence subscription where the triggeani “in-
a presentity, and parameter “timeout” gives the @Récutor coming” SIP SUBSCRIBE request.
(i.e. a user agent in a call processing system preaence  The second example shown in Fig. 6 represents o-ou
agent in a presence system) a time limit to regripresence ing-call screening service based on the preseratessbf
information. “presence-switch” is followed by thek node Sharon’s callee (i.e. her boss). This particulail Giéde
“presence”, which specifies a presence status tifyve exemplifies the concept of extending typical CPp-level
whether the presentity matches the status or not. actions (<outgoing>, <incoming>) with presence shdfs
The definition of CPL extensions for presence leain the (shown in italic). Sharon thinks that she shouid call her
format of either DTD or XML schemas [22]. The stsiin  boss when he is talking on his phone with his abslity “no”.
extended CPL will be validated using the definitioefore Sharon makes her outgoing-call screening policprevent
they are executed. With these extensions of CRisppalized such calls. In her policy, shown in Fig. 6, Shabbocks her
services are much enriched in both call procesaimypres- calls to her boss when the boss is talking on himp and his
ence systems. These services can be handled basedes- availability status is “no”. The calls will be pressed based
son’s location, lineStatus, role, availability, &maddress or on the callee’s status, which is triggered by Shiaréout-
any of their combinations. going” SIP INVITE messages.

<cpl xmins .....>

<outgoing>
<address-switch field ="original-destination">
<address is = "sip:SharonBoss@example.com">

5. Applications

The new services in extended CPL described in Qedti
are event-driven services. They can be causecebsmbnts of
“incoming-call” or “outgoing-call” in call processg systems,
or by the events of “incoming-subscription”, “outgo
ing-subscription”,  “incoming-notification” or “outy
ing-notification” in presence systems. We can dfpghese
new services into three main types according toatttéeons
that are finally taken. These types are screengngce, for-
warding service and auto-call service. The firso tiypes | </address-switch>
apply to both call processing systems and pressystems. ZZSS.‘S°'"9>
The auto-call service is based on a presence dsénitiated
in a presence system and ends up in a call procesgstem.
These types of services are illustrated with thieiong four
examples described in extended CPL.

<cplPresence:presence-switch presentity=
"sip:SharonBoss@example.com™>
<cplPresence:presence lineStatus = "on" availability = "no">
<cplPresence:success>
<reject/>
</cplPresence:success>
</cplPresence:presence>
</cplPresence:presence-switch >

</address >

Fig. 6 Screening Outgoing-calls

<cpl xmins ...... >
<incoming>

<cpl xmins = ...>

<cplPresence:incoming-subscription> <cplPresence:presence-switch presentity = "sip:SharonBoss@example.com">

<cplPresence:presence lineStatus = "on" availability = "no">

<address-switch field ="origin">
<address is = "sip:SharonBoss@example.com">
<time-switch tzid="America/New_York"
tzurl="http://zones.example.com/tz/America/New_York" >
<time dtstart="20000703T090000" duration="PT8H" freq="weekly"
byday="MO,TU,WE,TH,FR" >

<cplPresence:approve/>
</time>
<otherwise>

<reject/>
</otherwise>
</time-switch >

<cplPresence:success>
<location url="sip:SharonBossVoiceMail@example.com">
<proxy/>
<location>
</cplPresence:success>
</cplPresence:presence>
</cplPresence:presence-switch >

</incoming>
</cpl>

Fig. 7 Presence-based Incoming-call Forwarding
</address>

</address-switch> ) . . . )
The third example shown in Fig. 7 is a call-forwiagd

service for Sharon’s boss. He forwards his incortalls to
his voice mail when he is talking on his phone wliis
availability status “no”. He prefers to deal withetse voice

</cplPresence:incoming-subscription>
</cpl>

Fig. 5. Conditional Authorization for Presence



mails at a later time. His policy is shown in Fig.These calls
are processed based on callee’s (the boss’s) statih is
triggered by his “incoming” SIP INVITE messages.

The last example is an auto-call policy of Petexrshown in

6.1 System Introduction

The three subsystems can either be independerdogr ¢

Fig. 8, Peter asks to initiate an auto call to 8hars soon as he erate. The call processing system allows a regdtaser to

is notified that Sharon arrives at her office. Thigo-call is
based on the callee’s (Sharon’s) presence stathishvis
carried in the “incoming” SIP NOTIFY from SharonPeter.

<cplxmins = ...> ......
<cplPresence:incoming-notification>

<address-switch field="origin">
<address is="sip:Sharon@example.com">

<cplPresence:presence-switch presentity ="sip:Sharon@example.com">
<cplPresence:presence location = "office">
<cplPresence:success>
<location url="sip:Sharon@example.com">
<cplPresence:call/>
</location>
</cplPresence:success>
</cplPresence:presence>
</cplPresence:presence-switch>

</address>
</address-switch>

</cplPresence:incoming-notification>
<cpl>

Fig. 8 Presence-based Auto Calls

6. System Design and Implementation

make phone calls to other registered users. Thsepce
system can deliver presence information to watcheggster,
modify or remove presence information for a preisgradd
or remove watchers for a presentity; add or renpresenti-
ties for a watcher. These are system basic serthaésreat all
users fairly. The policy system can create and fypagser
telephone accounts; create, modify and removepdaaies;
translate user policies into extended CPL and dtoeeCPL
files in the system. Personalized services in eighgresence
system or a call processing system will be offerecbrding to
the respective CPL policies. System basic serwaésbe
provided only if there are no applicable personBLQoli-
cies.

A user needs to create an account in order to lmgihese
subsystems. A user is identified by a unique nanib &
confirmed password. The user is allowed to havegicél
phone as a global user identifier and three endcdsva
regular phone, a cell phone and a voice mail, e&ghich is
identified by an address consistent with SIP. Tlasklresses
are valuable elements that will be extracted arittemrinto
the user’s CPL policies.

6.2 System Architecture

The system architecture, shown in Fig. 10, cont&ius

By using the Java programming language, we have de-
signed and implemented a web-based system to ganulRarts the Internet browsers, the web server, the databas
persona“zed Ca” processing Services and preMes server and the database. The Internet brOWSEIHSdES enter
written in extended CPL. Its main outline is shdwiFig. 9. It  their requests and display request results. The sezber

contains three subsystelrthe presence system, the poIiC)ﬁhOIdS, Jalva_ servlets that ar:e the csntralscontmtr:?é\;gmg
system, and the call processing system. This fighevs a the simulation services. The Database Server ata-

web page where the name of each subsystem is kediding Ease ag_e”t Whor\]/v?jrks asa represenr':ati(\j/e f(;)r tﬂasgband
users to the web page of the corresponding sulmsyste as various methods to operate on the databas ase

2 Siotion ystem of e Teephony Services Specled n Enteed CL = .mx| contains all service-related information. User exis are
Fle Edt Vew Fawortes Tooks Help | & . ) H
0w 0 2B G Ot B8 S0 8 entered via the browser’s Graphic User Interfaﬁ-tes;l(s_). 'I_'h_e
Pl [ e o 5 S8 [re]d- Java servlets accept a request through HTTP atidténia
Internet Telephony for Presence in Extended CPL "l corresponding request to the database agent thahiwected
Biessiice Systain: to the database via the Java Database ConneciC{J
3 Baisteriand uraalaianaccourlina neneuser The database agent obtains the required data fienddta-
2. Add, updat d infi tion fe tit B
3. Add and remove walchers or an aulhorzed user, L6, a presertty base and sends it back to the Java servlets. Maeséavlets
4. Add and remove presentities for an authorized user, i.e. a watcher process the data and Send the readable SerVid‘S rES“:he
te: P lized i ffered ding t ilable CPL polici . . .
note: Personalized services are offered according to available policies user browser_ He|d by the|r Own Servers at dlﬁel t|0ns
Policy Syst : . .
TSN as shown in Fig. 10, the database agent and ties#avlets
2 Display. oy and remove the telephony aceaunt for an authorzed user are independent of each other in this architectursich
3. Display, add, change and remove policies for an authorized user . . -
4. Create and store a policy file for presence in extended CPL makes them easy to eXtend and modlfy IndIVIdua”y.
5. Create and store a policy file for call-processing in extended CPL
Call Processing System :
1. Make a call for a user who has a telephony account
note: Personalized services are offered according to available CPL policies :I
&1 Dene [ [ Ndtocalintranet 7

Fig. 9 Simulation System



Web-Server Database-Server

Servlets

Presence
Policy
Call-Processing

Fig. 10 Simulation System Architecture
6.3 Policy Management

Our simulator system supports six types of polici&éh
“incoming” and “outgoing” directions considered etlirst
two types acting on SIP INVITE can be describedurrent
CPL. They are incoming call (IN) and outgoing ¢&IUT) in
a call processing system. The last four types gatim SIP
SUBSCRIBE and NOTIFY are described in our CPL exten
sions. They are incoming subscription request (Shhijgoing
subscription request (SOUT), incoming notificati@sponse
(NIN) and outgoing notification response (NOUT) @

4§ Simulation System -3 Policy System - Manags 3 iC licrosoft = =] |

File Edit Yiew Favortes Taools Help | ,".’
@Back Ted T ﬂ ﬂ ;‘ ‘ j- ) Search :", Favorites &\| b .._' <, =
Address I-@} http:,l’,l’localhost:BUSU,I’cp\J‘sErv\ets,icpl‘web.PohcyMessage?actlon=addP(;| a Go | Links. ‘I‘jﬁ] -
Add Policy *

please fill in a new policy

policy name: |IN1

policy i‘i

priority

policy type: | incoming call () =]

e callercalles, -

conditions watcherfpresent\tyt‘me line status  availability

valle: |Stephen |dun'tcare _'_I Iun :J |nc| :_l 27

action: promy &

destination: |Sharon |voicemal =]

submit palicy | cancel |

policy type:

—=incoming call {IN} - when you receive a call

-2 outgoing call {OUT) - when you make a call

—=incoming subscription request (SIN) — when you receive somebody's
request of getting your presence info

—= outgoing subscription request {(SOLUT) — when you send a request to
somehody to get herfhis presence info

-=incoming notification response (NIN) - when you receive a
somehody's presence info response

—= oUtgoing natification response (NOUT) - when you send your

presence system.

presence info response =l
|&] pane [T [ %3 Lozl mtranet o

Fig. 11 Policy Creation

A CPL policy in the simulation is composed of thad- f
lowing four parts: type (CPL top action), conditofCPL
switches), one action (CPL action) and destina{i{@®PL
location). This is clearly reflected on the polargation GUI,
shown in Fig. 11. The policy name is defined byéhe user
and the policy priority is set based on the priesitof the
different policies within a service type. The pgliwill be
triggered whenever all the conditions are satisfidte policy
in Fig. 11 indicates that all incoming calls frortefhen will
be forwarded to Sharon only if she is the policynew she is
not available and she is on her phone. A more etdbdUI
would allow users to specify service type and tipeirsonal-
ized needs in terms of a person’s status, timegeaddr any of
their combinations.



Aisimulation System -> Policy System -> Management - Micrasoft Internet Explorer =10l x|
File Edt Vew Favorkes Tooks Help | *
0 O HNREDL e @0 L) B
Adiress [&] bt focalhst eus0jcpljservists]cpl meb LogiPolicy s e Jwis |6 -
Policy Management for user Sharon refresh  sign out

Phone Account
| create account
logic phone phone #1 phone #2 woice mail
sharon@esxample.com sharon@dep1.abc.com sharon@site .abc.com sharon@voicemail.abe .com
Policies
[ add policy
policy callericalles,
fais e priority wigtcher/presentity gt
N1 IN-Call 1 Stephen 2005-04-04 display [ edit delete
N2 IN-Call 2 any 2005-04-04 display / edit delete
NOUT OUT-Notif 1 Stephen 2005-04-04 display / edit delete
ouT1 OUT-Call 1 Stephen 2005-04-04 display / edit delete
ouT2 QUT-Call 2 Stephen 2005-04-04 display / edit delete
SINT IN-Subs 1 Stephen 2005-04-04 display / edit delete
SOUT1 OUT-Subs 1 any 2005-04-04 display f edit delste
| Create CFL File For: call processing policies presence palicies ]
4 | _'H
& T N 7

Fig. 12 Policy Management

The policy management GUI will pop up after a umdymits
his policy. Fig. 12 is the management GUI for uSkaron. By
clicking the account related links “edit” and “diedg Sharon
can edit her personal account and deregister heppal in-
formation from the system respectively. Using pplielated
links “add policy”, “edit”, “display” and “delete”Sharon can
add, edit, display and remove her policies. Usimaglinks for
policy creation (“call processing policies” and égence
policies”), Sharon’s policies are automaticallynskated into
extended CPL files and stored in the simulatiortiesys These
CPL policies will be executable for both Sharorédl proc-
essing services and her presence services.

<cpl ...... >
<cplPresence: incoming subscription>
<l-- --e- Policy #1 - SIN1 ------ - >

<address-switch field = "orgin">

<address is = "sip:stephen@example.com">
<cplPresence:presence-switch presentity="sip:sharon@example.com">
<cplPresence:presence lineStatus = "on" >
<cplPresence:success>

<reject/>

</cplPresence:success>
</cplPresence:presence>
</cplPresence:presence-switch >

</address >

</address-switch >

</cplPresence:incoming subscription>

<cplPresence:outgoing subscription>
<l - Policy # 1 -- SOUT1 ------ -- >
<time-switch tzid="America/New-York"
tzurl="http://example.com/tz/America/New_york">
<time dtstart="20030101T180000" duration = "PT14H" freq = "weekly"
byday = "MO, TU, WE, TH, FR">
<reject/>
</time>
</time-switch >
</cplPresence:outgoing subscription>

<cplPresence:outgoing notification>
<l - Policy # 1 -- NOUT1 ------ -- >
<address-switch field = "orgin">
<address is = "sip:stephen@example.com">
<cplPresence:presence-switch presentity="sip:sharon@example.com">
<cplPresence:presence lineStatus = "on" >
<cplPresence:success>
<reject/>
</cplPresence:success>
</cplPresence:presence>
</cplPresence:presence-switch >
</address >
</address-switch >
</presence: outgoing notification>
</cpl>

Fig. 13 Auto-created Presence Policies in exteriield

The CPL files of the presence policies and the jgadt-
essing policies are separately created and stowthay will
be executed individually in two different subsysserig. 13
is the CPL file for Sharon’s presence policies eattically
created by the simulation system. For example, cpoli
“NOUT1" indicates that Sharon blocks notificatiorie
Stephen if she is on the phone.

6.4 Policy Conflicts

One user can have multiple policies for each pdiipg. In
Fig. 12, Sharon has two incoming call policies and out-
going call policies. Sometimes there are policyfiicts. For
example, Bob prefers to forward his incoming cadishis
voice mail from 9:00am to 10:00am, however, he want
take his wife’s calls unconditionally. A conflictcours if
Bob’s wife calls him at 9:30am. Giving a higherqpity to the
policy for his wife’'s calls, the conflict is solveahd Bob is
able to take his wife’'s calls even at 9:30am Ineortb
eliminate policy conflicts, policies are arrangedrumbers
when created as shown in Fig.: 1ie smaller the numbgthe
higher the policy priority. The policy priority oed inside
each service type is clearly displayed in the pofimnage-



ment GUI as shown in Fig. 12. In the processirthefolicies
for each service, the highest priority policy i®cked first. As
soon as a policy matches the criteria, this pakcgxecuted
and the remaining policies are ignored.

The study of such service conflicts (called featuterac-
tions in the telephony world) is beyond the scojdis paper.
However clearly they will have to be taken intoefat con-
sideration by the system designers. In many cadlsesyaive
user unfortunately will not be able to distinguisteractions
from system malfunctions. Reviews of research awice
conflicts in traditional telecommunications systeo@ be
found in [25][26] and policy conflicts in CPL arésdussed in
[27][28].

6.5 Presence Management

In the presence system, a user (e.g. Sharon shoWwig.i
14) can be a watcher, a presentity or both ataheegime. As
a watcher, Sharon can send requests for her pitessEnt
presence information; as a presentity, Sharon c#moeze
her watchers and notify them of her presence indbion.

The presence management GUI, shown in Fig. 14,baill
popped up when the user (Sharon) logins to theepoes
system. A user’'s presence status is characteriggtiebpa-
rameters “location”, “lineStatus”, “role” and “avability”.
The presence information, stored in the systembdats can

be managed by Sharon herself and can be obtaindg:by

authorized watchers according to CPL policies.

Each link in Fig. 14 connects to a presence semicéne
GUI. For example, by clicking the link “add watchethe
GUI “Add Watcher” pops up allowing the current uSévaron
to approve an incoming subscription request frospecified
watcher. By clicking the link “add presentity”, tH&dd
Presentity” GUI is popped up allowing Sharon todsent a
subscription request to the specified presentibar& can
change her presence status via the GUI “Presendat&p
which is popped up by clicking the link “edit”. Sheay de-
register her presence information from the systgralicking
the link “delete”. Sharon is allowed to terminat presence
service to her watcher (e.g. Dongmei) by clickihg tink
“delete” in the row of watcher Dongmei. Sharon alaa stop
being informed of the status of her presentity.(€hristo-
pher) by clicking the responding link “delete”.

2 Simulation System - Presence System -> Management - Microsoft Interniet Explares. =1ofx]
Fle Edt Wiew Favorites Tools Hel | &
Q- ) - [x] (8] (0| e oo @ 2 2 FH 0B
Adehess [@] Plservlets]cpl.web LoginPresenceaction—refresh BB
Presence Management for user Sharon refresh  sign out =
Presence Information
[ create presence
lozation line status tole availability date
office off doctor no 2006-06-11 edit delete
Watchers --> users who are allowed to know your presence information
add watcher
watcher
Dongmei delste
Stephen delete
Presentities --> users whose presence information you need to know
[ add presentity
presentity location line status role availability
Christopher NA NA NA NA delete |
Stephen office off manager no delete
4l |»
] Done [T [ S tocslnkrane: 7
Fig. 14 Presence Management

The presence system will provide user specific isesv
(policies) once a user has his personal CPL pslidie the
example of Sharon, she has a conditional outgaitifjcation
policy “NOUT1”, shown in Fig. 12, to block her nfitiations
to Stephen when she is talking on her phone dwrioidking
hours.

A CPL policy is triggered by a service event in #iraula-
tion. When Sharon updates her phone line statas ‘fodf” to
“on” in working hours via the GUI “Presence Updatéie
result for her presence update event is shown gn Fb.
Stephen is not notified according to Sharon’s polic
“NOUTL1". The other watcher (Dongmei), for whom Stwar
has no notification policy, is successfully notifi;n the sys-
tem default behavior.

=121
Fle Edt Vew Favortes Took  Hep | @
Or-0- 11 & 5 Ot Serom B 25 B
 Adress [{F] hetp st 080 cplfservetsfeplweb L ] Edso || -
[ Message -> Sharon fo Dongmel |

presentity "Sharon" has no outgoing notification policy applied

watcher "Dongmei" has no incoming notification policy applied

Message -> Sharon to Stephen
presentity "Sharon” outgoing notification policy - "NOUT1" executed and the notification message rejected

watcher "Stephen” incoming notification policy is not applied

Presence Management for user Sharon refresh  sign out
Presence Information
I create presence
location ling status role availability  date
office on doctar no 2006-06-11 edit delete |

Watchers --> users who are allowed to know your presence information
add watcher

watcher

Dongmei delete -
4] | »

[EToone T T [ Mo 7

Fig. 15 Policy “NOUT1” Provision




The above scenario clearly illustrates what CPLicpes
should be used for the provision of presence sesviln the
call processing system, the personal CPL policres paio-
vided in a similar fashion. If no personal policées available,
system basic services are provided by default.

7. Conclusions

This paper started by proposing an architecturepfar
sonalized services for SIP multimedia communicatiaith
presence. Some presence information extensions inteoe
duced and on their basis CPL has been extendeghtonith
these services. With these CPL extensions, end usiehave
more flexible and powerful call processing servicad
presence services, which can take into consideratiper-
son’s location, phone line status, role status,ilaviity
status, time, address, or any combinations of these

A web-based application system has been designed 4ho!

implemented to simulate SIP communications withspef
alized services defined in extended CPL. Via ugendly

GUIs, end users can program their specific seryigbih are
translated into extended CPL automatically by thetesn.

Presence services and call processing servicesthere
simulated according to the user’s CPL policiesvifikable.

Policy conflicts in one user’s set of policies hdeen solved
by a priority mechanism, although the more geneaic of

policy interaction remains to be studied. This datian en-
vironment can be used as a basis for further relear
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